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Each state except North Dakota requires voter registration as a prerequisite for voting in federal elections. The accuracy of voter registration records is often considered important for election administration, as these records are typically used to create poll books (lists of eligible voters) or otherwise assess the eligibility of individuals to cast a ballot in an election. This information can help election officials with other administrative purposes, such as preparing sufficient election materials or appropriately distributing resources (such as poll workers, ballots, and equipment) across voting sites within a jurisdiction. The data contained in voter registration records also enable election officials to contact prospective voters with relevant election information, such as updates or notifications about election dates, polling place locations, or methods of casting a ballot.

States generally determine most of their own voter registration practices, subject to certain federal statutory requirements, such as those found in the National Voter Registration Act of 1993 (NVRA) and the Help America Vote Act of 2002 (HAVA). For state election officials, updating and maintaining a HAVA-required computerized, statewide voter registration list is an ongoing element of voter registration administration. This list is commonly referred to as a state’s voter registration database (VRDB).

Voter registration records management involves a series of processes, and the particular details of how states update and maintain VRDBs vary by state. The following description provides a broad overview of general practices common across many states, based, in part, on requirements or procedures outlined in NVRA and HAVA. Typically, election officials receive new and updated information about individual voters on an ongoing basis from a variety of sources, including the individuals themselves or records provided by certain agencies (e.g., the state department of motor vehicles [DMV]) or other partnering entities. Election officials then take steps to verify this information before it becomes a part of the voter’s registration record in the VRDB by, for example, checking other administrative records or requesting additional information from the applicant.

Periodically, state election officials also check the VRDB for records that may be incorrect or outdated for reasons such as an individual’s request for removal, change of address, death, or (as provided by state law) criminal conviction or mental incapacity. VRDB records are often compared with data from other sources to help identify potentially ineligible voters; this could include various agency records, other states’ voter records, or additional resources, as permitted under state law and practice. Before a voter is removed from the VRDB, however, state election officials generally undertake steps to notify the voter and provide the individual with an opportunity to correct his or her record. Voter removal processes generally must meet standards of uniformity and nondiscrimination set forth in NVRA and the Voting Rights Act of 1965 (VRA).

Congress has addressed certain parameters for state VRDB records and list maintenance in federal elections through provisions in NVRA and HAVA, while allowing states flexibility and discretion to determine a number of related administrative elements. Voter registration records and list maintenance continue to be of ongoing congressional interest from a variety of perspectives, including improving efficiencies in election administration. Voter list accuracy, more generally, is related to aspects of election integrity, as verified, up-to-date voter information can help prevent ineligible individuals from voting or prevent eligible voters from voting multiple times in an election. List maintenance or voter removal practices, however, may also raise concerns about voter access and the ability of eligible registered voters to maintain their eligibility status. Ensuring cybersecurity for VRDBs is also important, as they store a variety of personally identifiable information on individuals and may also be a target for those who seek to obtain personal data or interfere in an election. Prior to the 2016 election, for example, foreign actors attempted to access or accessed voter registration systems in some states.
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Introduction

Voter registration records often serve as an important source of information for election officials and are primarily used to assess the eligibility of individuals to cast a ballot in an election. Accurate and secure voter registration records help ensure aspects of election integrity, and certain practices related to voter registration data management can also improve efficiencies in election administration.\(^1\) Election officials, for example, often use voter registration records to create *poll books* (lists of eligible voters) to check in voters at voting sites, and they can also use voter registration information to help prepare sufficient amounts of election materials or appropriately distribute resources (such as poll workers, ballots, and equipment) across a jurisdiction.

Congress has addressed certain parameters for state voter registration records in federal elections through provisions in the National Voter Registration Act of 1993 (NVRA; 52 U.S.C. ch. 205) and the Help America Vote Act of 2002 (HAVA; 52 U.S.C. ch. 209), while allowing states some flexibility and discretion to determine a number of related administrative elements.\(^2\) One key requirement for states is that they must maintain a computerized, statewide voter registration list for use in federal elections under HAVA.\(^3\) This list is commonly referred to as a state’s *voter registration database* (VRDB). HAVA and NVRA contain other provisions affecting state voter registration lists, including some requirements addressing what types of personal information are collected and establishing record-sharing arrangements between state election officials and certain agencies, such as the state department of motor vehicles (DMV). Some requirements addressing voter registration specifically for members of the military, their families, and overseas U.S. citizens are addressed in the Uniformed and Overseas Citizens Absentee Voting Act (UOCAVA), but are generally beyond the scope of this report.\(^4\)

States engage in processes known as voter registration list maintenance, which, for the purposes of this report, involves efforts to identify errors or ineligible voters in existing VRDB records and remove or correct those records, as necessary. NVRA specifies certain reasons why a voter may be removed from a state’s registration list, and requires that states engage in practices that are uniform, nondiscriminatory, and in compliance with the Voting Rights Act of 1965 (VRA) if removing a voter from that list.\(^5\) Other provisions in HAVA direct states to conduct VRDB maintenance, which, for the purposes of this report, involves efforts to identify errors or ineligible voters in existing VRDB records and remove or correct those records, as necessary. NVRA specifies certain reasons why a voter may be removed from a state’s registration list, and requires that states engage in practices that are uniform, nondiscriminatory, and in compliance with the Voting Rights Act of 1965 (VRA) if removing a voter from that list.\(^5\) Other provisions in HAVA direct states to conduct VRDB

---


\(^{2}\) For additional information on NVRA, see CRS Report R45030, *Federal Role in Voter Registration: The National Voter Registration Act of 1993 and Subsequent Developments*. For additional information on HAVA, see CRS Report RS20898, *The Help America Vote Act and Election Administration: Overview and Selected Issues for the 2016 Election*.


\(^{5}\) 52 U.S.C. §20507.
maintenance on a “regular basis” and to follow NVRA’s provisions for removing voters.\(^6\) Other
details regarding voter registration records and list maintenance are contained in NVRA and
HAVA, but the acts generally give states the ability to determine many aspects of how to manage
these data. State practices vary, but Figure 1 provides a sample illustration of the ways in which a
state VRDB might interact with other information sources and serve multiple election
administration purposes.

Voter registration records continue to be of ongoing congressional interest from a variety of
perspectives. Voter list accuracy, more generally, is related to aspects of election integrity, as
verified, up-to-date voter information can help prevent ineligible individuals from voting or
prevent eligible voters from voting multiple times in an election. List maintenance or voter
removal practices, however, may also raise concerns about voter access and the ability of eligible
registered voters to maintain their eligibility status. Ensuring cybersecurity for VRDBs is also
important, as they store a variety of personally identifiable information on individuals and may
also be a target for those who seek to obtain personal data or interfere in an election. Prior to the
2016 election, for example, foreign actors attempted to access or accessed voter registration
systems in some states.

This report addresses federal requirements affecting state voter registration records and list
maintenance; provides information on some associated practices across states; and discusses
related legislative proposals introduced to date in the 117\(^{th}\) Congress. The first section provides
information on what constitutes voter registration records and the type of individual-level data
typically stored in a VRDB. The following sections discuss how states verify or ensure the
accuracy of the individual records stored in a VRDB, and how states address transparency
considerations and privacy protections for voter data. The final section discusses voter
registration list maintenance activities, such as identifying voters whose eligibility status may
have changed and removing records for those who are no longer eligible to vote. Although
attempts have been made to distinguish these categories from one another, they are not
necessarily mutually exclusive, as certain policies or practices may serve multiple purposes
related to administering voter registration and the management of VRDB data. References to
legislation from the 117\(^{th}\) Congress may not reflect a comprehensive listing of all policy proposals
currently before Congress.

**Figure 1. Sample Components of a Voter Registration System**

**Source:** CRS examination of federal and various state laws related to voter registration practices. Graphic created by Amber Hope Wilhelm, CRS Visual Information Specialist.

**Notes:** Many of these relationships will vary depending upon state laws and practices. The Help America Vote Act (HAVA; 52 U.S.C. §§20921 et seq.), however, requires each state to have a centralized voter registration database (VRDB) and requires state departments of motor vehicles (DMVs) to enter into information-sharing agreements with state election officials and the Social Security Administration (SSA).

**Voter Registration Records in a VRDB**

HAVA requires that a state VRDB contain at least the name, registration information, and a unique identifier for each legally registered voter in the state. HAVA further specifies that state

---

election officials cannot accept or process a voter registration application unless the applicant provides certain information. An individual with a current and valid driver’s license must provide his or her driver’s license number, or an individual without a driver’s license can provide the last four digits of his or her Social Security number to meet this requirement. In an instance where an individual neither has a driver’s license nor a Social Security number, “the State shall assign the applicant a number which will serve to identify the applicant for voter registration purposes” to allow his or her application to be accepted and processed by state election officials. For applicants using the federal mail-based voter registration form developed under NVRA, HAVA added questions asking whether the applicant is a U.S. citizen and whether he or she will be 18 years old on or before the election.

Additional data fields or records contained in a VRDB for individual voters can vary across states. Often, the information contained in voter registration records is correlated with a state’s voter registration requirements and may also aid in state election officials’ verification efforts to confirm the identity or eligibility of an applicant. For example, most states ask for an applicant’s date of birth, which provides information on if and when an applicant is of legal voting age for the next election and can also help election officials differentiate between individuals who share the same name. Because states generally have residency or domicile requirements for voter eligibility, VRDBs typically also contain residential address information for individuals, which may include a permanent address and a mailing address. Residential address information, as well as telephone numbers and/or email addresses, may be data stored in a VRDB to help election officials contact individuals regarding matters related to their voter registration information or an upcoming election.

VRDBs also often contain records of certain dates or similar information related to an individual’s status as a voter, such as when and via what method a registration application was submitted; when and whether the application was accepted or rejected and why; and what recent

8 States are not prohibited from asking applicants to provide a full social security number with their application, however, most states only ask for the last four digits. See Seanna Adcox, “SC voters can register without giving full Social Security number, following lawsuit,” The Post and Courier, September 14, 2020, at https://www.postandcourier.com/politics/sc-voters-can-register-without-giving-full-social-security-number-following-lawsuit/article_28faa696-3939-11ea-8071-73dc2e17eee.html. Some congressional proposals, such as the For the People Act of 2021 (H.R. 1, S. 2093) and the Voter Empowerment Act of 2021 (H.R. 2358, S. 954) would prohibit states from requiring an applicant to provide more than the last four digits of his or her social security number.
11 Under NVRA, state DMVs are required to provide a simultaneous application for voter registration in federal elections alongside the application for a motor vehicle driver’s license; in this context, the state “may require only the minimum amount of information necessary” to prevent duplicate voter registrations and “enable State election officials to assess the eligibility of the applicant and to administer voter registration and other parts of the election process.” See 52 U.S.C. §20504(c)(2)(B).
12 Voter registration applicant requirements are typically available from state election offices.
13 The Twenty-Sixth Amendment provides the right to vote to citizens 18 years of age or older. Each state that requires voter registration, as well as the District of Columbia, allows some individuals under 18 (typically those who are 16 or 17 years old) to “preregister” to vote. Preregistration typically means that election officials will accept and process voter registration applications from younger individuals so that those individuals will be registered and eligible to vote in the first election in which they are of legal voting age. States or localities may also permit individuals under 18 to vote in certain elections; for example, in some states, 17-year-olds are able to vote in congressional and presidential primary elections. See National Conference of State Legislatures, “Preregistration for Young Voters,” June 28, 2021, at https://www.ncsl.org/research/elections-and-campaigns/preregistration-for-young-voters.aspx.
14 For further discussion, see “Domicile or Residency Requirements” in CRS Report R46406, Voter Registration: Recent Developments and Issues for Congress.
elections an individual has voted in. These types of records can aid election officials with administering an election, maintaining a voter list, and tracking compliance with certain NVRA provisions or state laws.

Information related to when and how an application was submitted, for example, can help state election officials determine whether the applicant met any applicable voter registration deadline. States’ voter registration deadlines vary, and states may have different deadlines depending on the method of registration used.\(^{15}\) Under NVRA, however, states may not impose a voter registration deadline for federal elections that is more than 30 days before the election.\(^{16}\) Certain provisions of NVRA and HAVA also address the transmittal of voter registration applications. For example, DMVs and voter registration agencies under NVRA must transmit any completed voter registration applications received to the appropriate state election official within 10 days of receipt (or within 5 days, if received within 5 days of the registration deadline).\(^{17}\) HAVA requires that local election officials submit all voter registration information obtained into the state’s VRDB “on an expedited basis at the time the information is provided to the local official.”\(^{18}\)

NVRA, as amended by HAVA, directs the Election Assistance Commission (EAC) to provide a biennial report to Congress regarding the NVRA’s impact on the administration of federal elections. Since 2014, the NVRA report has been included in the EAC’s *Election Administration and Voting Survey (EAVS) Comprehensive Report.*\(^{19}\) In recent years, the EAC has asked states to report data on the total number of registered voters, as well as breakdowns of active and inactive voters; the EAC also asks for data on where the application was received (e.g., by mail, email, or fax; from a DMV; in-person).\(^{20}\)

States may also keep records related to which elections a voter participated in and track whether the voter is considered active or inactive. Information on the number of eligible and active voters can help election officials discern likely turnout and prepare a sufficient amount of election materials or appropriately allocate resources (such as poll workers, ballots, and equipment) across voting sites within a jurisdiction. Most states provide information on active and inactive voters as part of the biennial NVRA data contained in the EAC’s EAVS report.\(^{21}\) Inactive voters typically have been contacted by election officials and require address verification under NVRA,\(^{22}\) as discussed further in “List Maintenance Requirements for States.”

---


\(^{16}\) 52 U.S.C. §20507(a)(1). For individuals covered under UOCAVA, state election officials must accept and process voter registration applications received at least 30 days before an election; see 52 U.S.C. §20302(a)(2), and CRS In Focus IF11642, *Absentee Voting for Uniformed Services and Overseas Citizens: Roles and Process, In Brief.*

\(^{17}\) 52 U.S.C. §20506(d).


\(^{20}\) Details on the information states are asked to provide in these NVRA reports are available in 11 C.F.R. §9428.7.


Recent Legislative Proposals Related to Voter Registration Records

In the 117th Congress to date, several bills have been introduced that would address what types of information states request or store as voter registration records. Generally, these policy options either direct states to require applicants to provide certain additional information in order to register to vote or prohibit states from requiring or storing certain information from individuals in order to be registered to vote. For example, some proposals in the 117th Congress would amend HAVA to require that individuals provide documentary proof of U.S. citizenship in order to register to vote in federal elections. Some of these bills would also prohibit states from accepting or processing voter registration applications unless an individual’s full Social Security number is provided. Other proposals from the 117th Congress would amend NVRA to prohibit states from requiring more than the last four digits of an individual’s Social Security number when submitting a voter registration application at a DMV or on the National Mail Voter Registration Form. Some measures would require state DMVs to ask whether individuals reside in or resided in another state prior to applying for a driver’s license, and to ask whether or not the individual intends for the state in which the DMV is located to serve as his or her residence for the purpose of registering to vote for federal elections. Other bills propose requiring agencies involved in voter registration to share certain information on applicants with state election officials, such as an individual’s name, date of birth, address, information showing U.S. citizenship, the date this information was collected, an electronic signature (if available), or an individual’s party identification (if provided).

Verification of Voter Registration Information

State election officials engage in various verification methods to ensure that the information submitted on a voter registration application or update is accurate before it becomes a part of the individual’s VRDB record. Having accurate information helps ensure that election officials can correctly determine an applicant’s eligibility or ineligibility to participate in upcoming elections. Verification efforts can occur at the individual applicant level, by specifying that a person must provide certain information to election officials when a new voter registration application or an update to an existing record is submitted; for the purposes of this report, these sorts of efforts are discussed as part of the preceding section on “Voter Registration Records in a VRDB.” State or local election officials who receive and process information from applicants may also engage in

23 For example, H.R. 322/S. 459 (Save Democracy Act) and H.R. 873 (Ensuring American Voters Act of 2021) would require that an individual submit (or provide a photocopy of) a certified birth certificate, valid U.S. passport, consular report of birth abroad, naturalization certificate, or certificate of citizenship at the time the individual applies to register to vote.

24 These provisions can be found in H.R. 322/S. 459 (Save Democracy Act).

25 Examples include H.R. 1/S. 1/2093 (For the People Act of 2021), H.R. 2358/S. 954 (Voter Empowerment Act of 2021), and S. 2747 (Freedom to Vote Act).

26 Examples include H.R. 1/S. 1/2093 (For the People Act of 2021), H.R. 102 (Restoring Faith in Elections Act), and H.R. 2358/S. 954 (Voter Empowerment Act of 2021).

27 The specific information to be shared may vary across bills, and this requirement is generally found alongside provisions that would also require agency participation in automatic voter registration (AVR). For further discussion on AVR, see the corresponding section in CRS Report R46406, Voter Registration: Recent Developments and Issues for Congress. Examples of bills requiring AVR and specifying that agencies share certain data fields with state election officials include H.R. 1/S. 1/2093 (For the People Act of 2021), H.R. 102 (Restoring Faith in Elections Act), H.R. 1308/S. 433 (New Deal for New Americans Act of 2021), H.R. 2301 (Automatic Voter Registration Act), H.R. 2358/S. 954 (Voter Empowerment Act of 2021), S. 136 (Vote at Home Act of 2021), and S. 2747 (Freedom to Vote Act).
verification processes. For election officials, this could include cross-checking the information submitted on voter registration applications with other administrative records to confirm the prospective voter’s identity or address. Election officials may also use verification processes that involve requesting confirmation or additional information directly from the applicant.

Under HAVA, states are required to coordinate their computerized voter registration lists with state agency records on felony status and state agency records on death.28 HAVA also directs state DMV officials to enter into agreements with the chief state election official and the Commissioner of Social Security and to verify and match certain applicant information.29 Under NVRA, voter registration application forms for federal elections must include a statement denoting each voter eligibility requirement (including citizenship); contain an attestation from the applicant that each requirement is met; and require the signature of the applicant under penalty of perjury.30 Federal criminal penalties also exist for individuals who provide false information in registering to vote.31

In addition to coordinating voter registration information with DMVs, as required by NVRA and HAVA, state election officials commonly enter into information sharing agreements with other agencies to receive updated information on individuals. The particular agencies vary by state and can include federal, state, or local agencies. This may be done as a separate verification step, or, as in several states, as an incidental function of state automatic voter registration (AVR) policies.32 With AVR, individuals are typically registered to vote (if qualified) when they submit their personal information for services at another government agency unless they choose to opt out. Many states with AVR conduct their programs through state DMVs, but some states have also designated other administering state agencies.33 For example, Alaska administers AVR through its Permanent Fund Dividend program, and New York administers AVR through its DMV, Department of Health, Department of Labor, and other agencies.34

Recent Legislative Proposals Related to Verification

In the 117th Congress, various bills propose methods by which submitted voter registration data could be compared to other record sources. These checks may be conducted for verification and/or list maintenance purposes. Many of these proposals are related to verifying an applicant’s citizenship. One bill, for example, would require the Department of Homeland Security (DHS)

30 52 U.S.C. §20504(c)(2); 52 U.S.C. §20506(a)(6); and 52 U.S.C. §20508(b)(2). The requirements for the federal mail-based voter registration form in 52 U.S.C. §20508 also prohibit “any requirement for notarization or other formal authentication” (52 U.S.C. §20508(b)(3)).
31 52 U.S.C. §§10307(c), 21144.
33 NVRA requires DMVs to present federal voter registration opportunities alongside state drivers’ license applications and requires states to make voter registration applications available at designated voter registration agencies; these requirements differ from AVR because they require individuals to opt in to submit voter registration information, whereas AVR generally requires individuals to opt out of submitting voter registration information.
and the Social Security Administration (SSA) to provide information to state election officials (upon request) to verify a voter registration applicant’s citizenship status for federal election purposes. Other bills would require courts to notify state election officials when an individual is excused from jury duty on the grounds of noncitizenship. A number of bills would also expand information sharing between specified agencies and state election officials as part of a proposed federal requirement that states provide automatic voter registration.

## Voter Data Privacy, Transparency, and Security

When managing voter registration information, an issue of balance exists between providing appropriate privacy protections for individuals’ personally identifiable information and ensuring an expected degree of transparency. Many of these practices are determined by state laws, but some provisions from NVRA and HAVA address certain protections for and permissible disclosures of voter registration information.

Under NVRA, if an individual declines the opportunity to register to vote at a state DMV or voter registration agency, those entities are prohibited from using that information for any purpose other than voter registration. State election officials also must ensure that the “identity of the voter registration agency” where an individual registered to vote is not disclosed to the public. NVRA also requires that state election officials send a notice regarding the disposition of each voter registration application to any individual who submits an application through the methods described in NVRA. States must also maintain and “make available for public inspection” records related to “ensuring the accuracy and currency of official lists of eligible voters” for at least two years. Alongside its requirement that each state create a centralized VRDB, HAVA

---

35 See H.R. 2343 (Protecting American Voters Act).
36 Examples include H.R. 322/S. 459 (Save Democracy Act).
37 Examples include DHS or its Citizenship and Immigration Services in H.R. 1/S. 1/ S. 2093 (For the People Act of 2021), H.R. 102 (Restoring Faith in Elections Act), H.R. 1308/S. 433 (New Deal for New Americans Act of 2021), and H.R. 2358/S. 954 (Voter Empowerment Act of 2021) for naturalization information; the Social Security Administration in H.R. 1/S. 1/ S. 2093 (For the People Act of 2021), H.R. 102 (Restoring Faith in Elections Act), and H.R. 2358/S. 954 (Voter Empowerment Act of 2021); the Defense Manpower Data Center of the Department of Defense in H.R. 1/S. 1/ S. 2093 (For the People Act of 2021), H.R. 102 (Restoring Faith in Elections Act), and H.R. 2358/S. 954 (Voter Empowerment Act of 2021); the Employee and Training Administration of the Department of Labor in H.R. 1/S. 1/ S. 2093 (For the People Act of 2021), H.R. 102 (Restoring Faith in Elections Act), and H.R. 2358/S. 954 (Voter Empowerment Act of 2021); and the Centers for Medicare and Medicaid Services of the Department of Health and Human Services in H.R. 1/S. 1/ S. 2093 (For the People Act of 2021), H.R. 102 (Restoring Faith in Elections Act), and H.R. 2358/S. 954 (Voter Empowerment Act of 2021). Other bills may also propose AVR, utilizing existing information sharing relationships between DMVs and state election officials under NVRA and HAVA, describing certain state agencies that would be required to participate, or without specifying which particular “contributing agencies” must coordinate records with state election officials.
38 For military and overseas voters, UOCAVA also requires that states must, to the extent practicable, ensure “the security and integrity” of voter registration processes and provide procedures to “ensure that the privacy of the identity and other personal data” of a covered individual requesting or receiving a voter registration application is protected; see 52 U.S.C. §20302(e)(6), and CRS In Focus IF11642, Absentee Voting for Uniformed Services and Overseas Citizens: Roles and Process, In Brief.
42 52 U.S.C. §20507(i). NVRA excludes records related “to a declination to register to vote or to the identity of a voter registration agency through which any particular voter is registered” from this public disclosure requirement. Names and addresses of voters who are sent notices regarding possible removal from voter lists under §20507(d)(2) and their
requires that any election official in a state, including local officials, “may obtain immediate electronic access to the information contained in the computerized list.”

Generally, state or local election officials provide opportunities for individuals to check their own registration information and status as recorded in the state’s HAVA-required VRDB. Providing this information enables individuals to identify and submit any necessary registration corrections or updates (such as a change of address) to election officials ahead of the next election. Individuals can usually inquire directly with the appropriate elections office about their registration information or look up their registration data on a website run by the state election office. The same websites may also provide election information tailored to each voter, such as his or her polling place location and hours or which electoral districts the voter resides in.

States also commonly provide some access to aggregated voter information, sometimes referred to as voter registration lists or voter files. Specific policies on what information is contained in these lists, and who may request access to them and for what purposes, vary by state. For example, some states provide access to voter lists to government officials, political organizations, or candidates, and other states provide access to any member of the public. States may specify certain use limitations, such as requiring that voter information can only be used for noncommercial, governmental, scholarly, journalistic, or political purposes. Some states provide voter file information at no cost (or at no cost for certain users) and other states charge fees to access these records.

In some instances, outside groups or researchers may examine voter file data for irregularities or errors. Voter registration lists can also be used to distribute political information for candidates or parties, as well as nonpartisan voter turnout initiatives. While some might view disclosures for these purposes as appropriate, there are also general privacy concerns surrounding voter data and protecting the personal information contained in VRDB records. State VRDBs often include data fields that could be used to directly identify an individual (e.g., full name, date of birth, etc.).

Responses to these notices are also included in NVRA’s public disclosure requirement.


44 For a listing of state websites providing registration status information, see National Association of Secretaries of State, “Can I Vote?” at https://www.nass.org/can-i-vote. Some state laws may prohibit anyone other than the voter from accessing registered voter information through these websites; for example, see the certification statement and Virginia Code citation at Virginia Department of Elections, “What you can do as a registered voter using this portal,” at https://vote.elections.virginia.gov/VoterInformation/Lookup/status.


46 According to the EAC in October 2020, statewide voter file prices range from $0 to $37,000. See United States Election Assistance Commission, Availability of State Voter File and Confidential Information, October 29, 2020, at https://www.eac.gov/sites/default/files/voters/Available_Voter_File_Information.pdf.

address, driver’s license number, and Social Security number). Other fields in a VRDB may reflect personal details that individuals would prefer to keep private, such as party affiliation, race, gender, or information on whether or not an individual needs assistance to vote.

States vary on which data fields are released and which are redacted as part of their voter files, with many states protecting direct identifiers such as a voter’s Social Security number, driver’s license number, or complete date of birth. Most states also provide additional data protections upon request or automatically for certain groups of voters. For example, many states have an Address Confidentiality Program (ACP), often for victims of domestic abuse, and will not disclose residential addresses for ACP participants in their voter files. Some states similarly keep residential addresses confidential for judges, law enforcement personnel, correctional officers, or those with certain other occupations. In some states, any individual can request that the state withhold his or her address from the voter file, and other states will grant case-by-case exceptions if disclosure of a voter’s address may pose an invasion of personal privacy or a threat to his or her safety.48

Election officials implement measures to ensure that VRDBs and other related election system components are protected from cybersecurity threats, as they may be targets for those seeking to access personal data on individuals or interfere in elections.49 HAVA directs state and local election officials to “provide adequate technological security measures to prevent unauthorized access to the computerized list established under this section.”50 A 2019 report from the Senate Select Committee on Intelligence (SSCI) noted that VRDBs “were not as secure as they could have been” ahead of the 2016 election. The SSCI report found that Russian operatives attempted to access voter registration systems in at least seven states and were successfully able to access records in two of those states, although the committee found no evidence that registration data had been deleted or changed.51 In response to these election interference concerns, Congress provided HAVA grant funding that states could use for various election security purposes in both FY2018 and FY2020.52 DHS also designated election systems as critical infrastructure in January 2017, and its Cybersecurity and Infrastructure Security Agency (CISA) provided resources and services to states to assist with securing voter registration systems.53

49 See CRS In Focus IF11285, Election Security: Voter Registration System Policy Issues.
52 For more information, see CRS In Focus IF11286, Election Security: Federal Funding for Securing Election Systems; and CRS In Focus IF11356, Election Security: States’ Spending of FY2018 and FY2020 HAVA Payments.
Recent Legislative Proposals Related to Voter Data Privacy, Transparency, and Security

Several measures introduced in the 117th Congress address protections for voter registration data or limitations on disclosure of certain voter registration information. Some bills, for example, would require each state to operate a privacy program in which victims of domestic violence and other crimes could choose to keep personally identifiable information maintained by state or local election officials confidential; these proposals would also require that states notify residents about what information election officials maintain related to voter registration status, how the information is shared or sold and to whom, what information is confidential, and what privacy programs are available.54

Other provisions related to protecting voter registration data may be proposed in the context of setting parameters for data sharing between election officials and agencies (such as with AVR program requirements), as discussed in the preceding section on “Recent Legislative Proposals Related to Verification.” For example, some legislative provisions introduced in the 117th Congress would prohibit state election officials who receive voter registration records from other agencies involved in AVR from publicly disclosing “any information not necessary to voter registration,” including any part of an individual’s Social Security number or driver’s license number, the individual’s signature, or the identity of the agency from which the records were received; those agencies would also be prohibited from publicly disclosing information regarding an individual’s decision not to register to vote, or not to affirm his or her citizenship, or other information related to voter registration.55 These bills would also protect individuals from prosecution due to errors with voter registration records submitted as part of an AVR program.56 Many of these measures would further prohibit anyone acting under the color of law from using an individual’s voter registration records or status, or one’s decision not to register or affirm citizenship, to discriminate against that individual or for any purpose other than voter registration, election administration, juror selection, or enforcement of election crimes. These bills would also expressly prohibit the use of voter registration information for commercial purposes.57

Some legislative proposals in the 117th Congress would introduce requirements related to VRDB security. Several bills, for example, contain provisions that would instruct the director of the National Institute of Standards and Technology (NIST) to develop privacy and security standards for voter registration information and would require state election officials to develop VRDB access policies and security safeguards, as well as file annual statements certifying compliance with these standards.58 Other bills would require the Attorney General to provide Congress a report detailing “local, State, and Federal personally identifiable information data collections efforts, the cyber security resources necessary to defend such efforts from online attacks, and the

54 Examples include H.R. 1/S. 2093 (For the People Act of 2021) and H.R. 2358 (Voter Empowerment Act of 2021).
57 Examples include H.R. 1/S. 1/S. 2093 (For the People Act of 2021), H.R. 102 (Restoring Faith in Elections Act), H.R. 2358/S. 954 (Voter Empowerment Act of 2021), and S. 2747 (Freedom to Vote Act).
58 Examples include H.R. 1/S. 1/S. 2093 (For the People Act of 2021), H.R. 102 (Restoring Faith in Elections Act), H.R. 2358/S. 954 (Voter Empowerment Act of 2021), and S. 2747 (Freedom to Vote Act).
impact of a potential data breach of local, State, or Federal online voter registration systems.”

Some bills proposing information sharing between election officials and the Social Security Administration would also require safeguards to ensure confidentiality of Social Security numbers or other information disclosed.

**List Maintenance Requirements for States**

Election officials engage in voter registration list maintenance activities to help ensure that eligible voters remain in the VRDB and ineligible voters are removed from it. Generally, for the purposes of this report, voter registration list maintenance involves checking the VRDB against other records to identify voters whose status may have changed; notifying these voters and providing them an opportunity to confirm or refute this information; and making any necessary corrections to the VRDB (e.g., updates to certain data fields or removals of ineligible voters’ records). Although verification efforts (discussed in the section “Verification of Voter Registration Information”) help ensure that the information added to a VRDB is accurate at the time it is submitted, election officials do not necessarily receive automatic updates regarding changes to an individual’s eligibility to vote in a jurisdiction. These eligibility changes are generally related to a residential move, death, or other disqualification under state law. How and when states perform checks on existing VRDB records varies, within certain parameters provided by federal law.

Voter registration list maintenance is addressed in both NVRA and HAVA. NVRA prohibits states from removing a registered individual from the list or roster of eligible voters unless that individual requests to be removed; has died; has moved outside of the jurisdiction; or (if applicable under state law) has received a disqualifying criminal conviction or is found to be mentally incapacitated. NVRA further specifies that voters may not be removed from the registration rolls solely due to nonvoting, or for moving within the same electoral jurisdiction. States may also remove a voter from the registration rolls if the registrant has notified the election office that he or she has moved outside the jurisdiction.

Under NVRA, states may “conduct a general program that makes a reasonable effort” to remove voters from the registration list due to death or a change of residence, and this must be completed

---

59 Examples include H.R. 1/S. 2093 (For the People Act of 2021), H.R. 2358 (Voter Empowerment Act of 2021), and S. 2747 (Freedom to Vote Act).

60 Examples include H.R. 860 (You Must Be Alive To Vote Act of 2021) and H.R. 2343 (Protecting American Voters Act).


62 52 U.S.C. §20507(b)(2). See also CRS Legal Sidebar LSB10175, Supreme Court Rules Ohio Voter Roll Law Comports with National Voter Registration Act.

63 52 U.S.C. §20507(e-f). NVRA also contains provisions to allow voters who change addresses within a jurisdiction to update their registration information on Election Day and be allowed to vote.

64 52 U.S.C. §20507(b); 52 U.S.C. §20507(d).
at least 90 days prior to a federal election. The processes states use for registration list maintenance for federal elections must be uniform, nondiscriminatory, and in compliance with the Voting Rights Act of 1965. States may generally determine their own methods for conducting list maintenance programs that comply with these NVRA provisions, but NVRA does outline an option that states may use to identify voters who have moved outside a jurisdiction, using information from the U.S. Postal Service (USPS) National Change of Address (NCOA) database. Section 8 of NVRA provides that registrars can send a notice consisting of a forwardable mail response card with prepaid postage to voters they believe should be removed from a registration list. If a voter does not respond to the notice, that individual may be removed from the voter registration list after he or she fails to vote or appear to vote in two consecutive general elections for federal office.

Certain HAVA provisions also address voter registration list maintenance. Generally, HAVA directs states to engage in list maintenance on a “regular basis” and to follow NVRA’s provisions when removing voters from the VRDB. States are also required to coordinate their computerized voter registration lists with state agency records on felony status and state agency records on death.

State and local election officials engage in various proactive measures to try to maintain up-to-date VRDB records in the event that voters do not or cannot self-report changes to their own records. Jurisdictions, for example, may engage in outreach reminders provided through postal mail, email, social media, or other measures asking voters to check and update their voter registration records. Election officials may also periodically send out formal address confirmation mailings to registered voters. In addition to coordinating voter registration records with the agencies required under federal law, states generally utilize other methods to identify potentially ineligible voters. Election officials commonly enter into information sharing agreements with other agencies under state law to receive updated information on individuals, which may be done solely for list maintenance purposes (to identify instances where currently registered voters may no longer be eligible to vote), or can also occur alongside voter registration verification efforts (to ensure the accuracy of new applicant information added to a VRDB.)

Most states use the option described in NVRA and examine USPS NCOA data to help determine whether a voter has moved. Many states also use other methods, such as comparing address information with other agency records or using nonforwardable mailings, to identify those who

---

68 52 U.S.C. §20507(d). For an analysis of the related U.S. Supreme Court case, Husted v. A. Philip Randolph Institute, see CRS Legal Sidebar LSB10175, Supreme Court Rules Ohio Voter Roll Law Comports with National Voter Registration Act.
72 For further discussion on automatic voter registration, see corresponding section in CRS Report R46406, Voter Registration: Recent Developments and Issues for Congress. A list of states with AVR, and the participating agencies within each, is available from National Conference of State Legislatures, Automatic Voter Registration, February 8, 2021, at https://www.ncsl.org/research/elections-and-campaigns/automatic-voter-registration.aspx.
have likely moved.\textsuperscript{73} States may also compare voter address records through partnerships with one another, either through arrangements made with other state election officials\textsuperscript{72} or through other administrative programs, such as the Driver License Compact or the Electronic Registration Information Center (ERIC).\textsuperscript{75} Similarly, state laws may allow election officials to use other records, such as obituaries or notifications from family members, as a basis for identifying a deceased voter in addition to comparing records with the state agency responsible for death records, as required under HAVA.\textsuperscript{76} Election officials may also receive information about individuals from political organizations or other groups. These groups often identify potentially ineligible voters by sending mailings to registered voters and compiling information on which mailings are returned as undeliverable or do not receive a requested reply from the recipient. Some view these activities by outside entities as a way to help election officials identify inactive or ineligible voters, but others often refer to these activities as voter caging and view them as an objectionable effort to reduce political participation.\textsuperscript{77}

States also vary in how election officials attempt to notify voters who have likely moved and the processes for removing voters from the VRDB once their ineligibility is confirmed. When these processes occur and how often also varies across states.\textsuperscript{78} Many states apply a method similar to the one described in NVRA, removing a voter who fails to respond to a forwardable notice if the person does not vote, update the registration, or take another action to notify election officials within the span of two general elections for federal office.\textsuperscript{79} Between the time a notice is sent to the voter and is removed, the VRDB is often updated to indicate that the voter is “inactive.”\textsuperscript{79}

Supporters of ongoing and frequent voter list maintenance efforts note accuracy of voter registration lists is important both for administrative purposes and for maintaining election integrity. Up-to-date voter information can help officials plan for an upcoming election and

\textsuperscript{73} According to one report, 36 states have laws authorizing the use of NCOA to identify voter address changes; the same report notes that “[i]n the majority of states, there is no single address confirmation procedure available to election officials.” See National Association of Secretaries of State, NASS Report: Maintenance of State Voter Registration Lists, December 2017, pp. 5-7, at https://www.nass.org/node/1266. For an analysis of the U.S. Supreme Court case, Husted v. A. Philip Randolph Institute, which addressed state list maintenance and removal practices, see CRS Legal Sidebar LSB10175, Supreme Court Rules Ohio Voter Roll Law Comports with National Voter Registration Act.

\textsuperscript{74} See, for example, the discussion of “SBE’s Efforts in Outreach to Neighboring States,” in Virginia State Board of Elections, Annual Report on Voter Registration List Maintenance Activities, report to the House and Senate Committees on Privileges and Elections, January 6, 2014, pp. 8-10, at https://www.elections.virginia.gov/media/formswarehouse/maintenance-reports/2013SBEListMaintenancereport.pdf.

\textsuperscript{75} National Association of Secretaries of State, NASS Report: Maintenance of State Voter Registration Lists, December 2017, at https://www.nass.org/node/1266, p. 8. See American Association of Motor Vehicle Administrators, “Driver License Compacts,” at https://www.aamva.org/Drivers-License-Compacts/, for more information on these programs. ERIC is a nonprofit organization “assisting states to improve the accuracy of America’s voter rolls.” Currently, 30 states and Washington, DC, are ERIC members. For more information, see https://ericstates.org/.


\textsuperscript{79} According to one report, 44 states use this approach; see National Association of Secretaries of State, NASS Report: Maintenance of State Voter Registration Lists, December 2017, p. 7, at https://www.nass.org/node/1266.

\textsuperscript{80} Ibid.
distribute resources appropriately. Knowing the actual number of registered voters in a jurisdiction, for example, might inform how many election-related mailings need to be sent or how many ballots should be printed. This count, combined with current voter address information, may help election officials determine the needed number of polling places or voting sites and appropriate locations for them. Accurate voter registration records may also help identify certain instances of potential voter fraud, such as voter impersonation or double voting.\textsuperscript{81} At the same time, the methods by which states engage in list maintenance and voter removal may raise objections. Opponents of certain list maintenance practices raise concerns that the removal of voters may not comport with federal or state law (and sometimes describe such practices as \textit{voter purges} or \textit{voter purging}).\textsuperscript{82}

**Recent Legislative Proposals Related to List Maintenance**

Voter registration list maintenance bills introduced in the 117\textsuperscript{th} Congress generally address how states receive updated voter information and/or what steps states should take before removing voters from a VRDB. Some legislative proposals would attempt to clarify or expand upon existing list maintenance provisions in NVRA, namely those found in 52 U.S.C. §20507(c). One bill, for example, would add “a determination that the registrant is not a citizen of the United States,” to the list of reasons states could remove an ineligible voter via their general list maintenance programs under NVRA.\textsuperscript{83} Another bill would revise existing NVRA language to specify that states “shall carry out and complete ... a program to remove the names” of ineligible voters.\textsuperscript{84} Some measures would address the role of USPS change-of-address information in voter registration list maintenance. For example, several proposals would require USPS hard copy change of address forms to include a reminder for individuals to update their voter registration at their new address.\textsuperscript{85} Another proposal would require and provide funding for USPS to share NCOA change of address records with state chief election officials every 90 days, along with making EAC grant funds available to states for list maintenance purposes.\textsuperscript{86} A different bill would authorize the EAC to provide grants to states that certify completion of a systematic program to

\begin{itemize}
  \item \textsuperscript{81} Duplicate voter registration records might exist for a time, for example, if a voter moves and registers to vote in a new jurisdiction but does not tell election officials to cancel a registration associated with his or her previous residence. According to one report, 13 states have laws that cancel a voter’s registration if notice is received from another state that the voter is registered in that state; 13 states also require election officials to notify other states if someone applying for voter registration indicates they were previously registered in another state; \textit{NASS Report: Maintenance of State Voter Registration Lists}, National Association of Secretaries of State, December 2017, at https://www.nass.org/node/1266, p. 8. It is generally not illegal for a voter to have multiple voter registration records if there is no intention to deceive election officials. Under NVRA, however, it is a federal crime for someone to submit a voter registration application or cast a ballot that is “known by the person to be materially false, fictitious, or fraudulent under the laws of the State in which the election is held” (52 U.S.C. §20511).
  \item \textsuperscript{83} See H.R. 2343 (Protecting American Voters Act).
  \item \textsuperscript{84} See H.R. 5037 (Safe and Certain Elections Act).
  \item \textsuperscript{85} Examples include H.R. 1/S. 2093 (For the People Act of 2021), H.R. 827 (Voter Registration Promotion Act), and H.R. 2358/S. 954 (Voter Empowerment Act of 2021).
  \item \textsuperscript{86} See H.R. 1662 (Updating Postal Data on Addresses for Trustworthy Elections [UPDATE] Act).
\end{itemize}
remove ineligible voters, in compliance with NVRA provisions, with respect to the most recent general federal election. 87

While some bills might require information sharing between agencies and election officials for the purposes of registering or verifying records for new voters, these bills, or separate measures, might also require information sharing for list maintenance or voter removal purposes. 88 Certain proposals in the 117th Congress, for example, would require interstate communications between DMVs and state election officials for certain voters who have moved; if an individual indicates he or she resided in another state prior to applying for a driver’s license in a new state, and indicates intention for the new state to be his or her residence for federal voter registration purposes, the DMV officials in the new state would notify the chief state election official of the other state that the individual no longer intends for that state to be their residence for federal voter registration purposes. 89 Some measures would require states to coordinate voter registration records with court records on jury recusals to identify and remove noncitizens in the VRDB records. 90 Another bill would amend NVRA language related to removal of a voter who has died, specifying that the registrant’s death would be determined by use of state records and “information obtained through ongoing consultation with the Social Security Administration.” This proposal would also require the Commissioner of Social Security, if requested by a state, to enter into an information sharing agreement with state election officials; states would also have to annually certify such an agreement exists in order to be eligible for federal education or transportation funding. 91

Several bills introduced in the 117th Congress would address data matching criteria or standards for comparing voter registration records across sources in order to generate an accurate match and help ensure that the records belong to the same individual. 92 For example, some provisions would clarify what information must be shared in an interstate crosscheck, if it is used to remove a voter from the VRDB, and require these checks to be completed at least six months prior to a federal election. 93 Other provisions would direct NIST to develop and publish standards for comparing data for voter registration list maintenance. 94 Another proposal would require each state to submit an attestation to the EAC every election cycle stating it provides “a secure method to match voters with the information contained in the State’s voter registration list” and that it “has in effect procedures and practices which will ensure the integrity and security of the State’s voter

87 See H.R. 2844 (Electoral Protection Act of 2021).
88 See, for example, H.R. 322/S. 459 (Save Democracy Act) and H.R. 2343 (Protecting American Voters Act).
89 Examples include H.R. 1/S. 1693 (For the People Act of 2021) and H.R. 2358/S. 954 (Voter Empowerment Act).
90 Examples include H.R. 322/S. 459 (Save Democracy Act).
91 See H.R. 860 (You Must Be Alive To Vote Act of 2021).
93 Examples include H.R. 1/S. 1693 (For the People Act of 2021) and H.R. 2358/S. 954 (Voter Empowerment Act of 2021).
94 Examples include H.R. 1/S. 1693 (For the People Act of 2021), H.R. 102 (Restoring Faith in Elections Act), and H.R. 2358/S. 954 (Voter Empowerment Act of 2021).
registration list by performing regular maintenance of the list in accordance with applicable Federal and State law." 95 Certain bills introduced in the 117th Congress would limit state officials’ use of certain mailings or information provided about potentially ineligible voters. For example, some measures would amend Title 18, Chapter 29 of the U.S. Code to prohibit “voter caging documents” or “unverified match lists” from being used by state election officials to formally challenge an individual’s registration status or eligibility to vote.96 Other provisions in these bills would establish certain requirements for formal challenges made to someone’s eligibility to vote if made by someone other than a state or local election official and prohibit such challenges from occurring immediately preceding or on Election Day.97 A separate proposal would amend NVRA to require states to obtain “objective and reliable evidence” of ineligibility before notifying or removing voters. States would also be required to notify individuals after they are removed and provide information on how to contest the decision or be reinstated as a voter, along with providing public notifications as list maintenance programs occur and reminders to voters to check their records.98 One bill would direct the EAC to develop and publish best practices for states to deter and prevent practices described as “voter caging” and amend HAVA’s voting information requirements to include information about this prohibition and how to report violations.99 Another proposal would require the EAC to study state practices described as voter list “purges” and similar practices and to submit a report and related recommendations to Congress.100

Concluding Observations

Congress has addressed voter registration records and list maintenance through certain provisions in NVRA and HAVA, while generally providing states some degree of latitude to determine how to collect information on voters, manage their VRDBs, share or disclose certain voter records, and conduct list maintenance programs. Voter registration data often serves as a critical resource to election administrators, namely to ensure that those who cast ballots are eligible to do so and only vote once per election. Due to this gatekeeping role, the accuracy of individual records and the security of the registration database are often key considerations for policymakers and administrators. Voter registration records serve additional purposes, such as enabling officials to contact voters with relevant election information or to distribute election resources based on likely turnout numbers and geographic distribution within a jurisdiction.

95 See H.R. 1529 (Verification and Oversight for Transparent Elections, Registration, and Identifications [VOTER ID] Act).
96 Examples include H.R. 1/S. 1/ S. 2093 (For the People Act of 2021), H.R. 2358/S. 954 (Voter Empowerment Act of 2021), and S. 2747 (Freedom to Vote Act). “Unverified match list” is defined as a list produced by comparing registered voters or applicants to ineligible individuals, if the list lacks a signature, photograph, or unique identifying number for each individual.
97 Examples include H.R. 1/S. 1/ S. 2093 (For the People Act of 2021), H.R. 2358/S. 954 (Voter Empowerment Act of 2021), and S. 2747 (Freedom to Vote Act).
98 See H.R. 966 (Save Voters Act). As defined in the bill, “factors not considered as objective and reliable evidence of ineligibility” include an individual’s failure to vote; failure to respond to notices sent in accordance with NVRA (unless returned undeliverable); or failure to take any other action related to voting or voter registration.
100 See H.R. 1343 (Voting Access Act).
Voter registration list maintenance and records management is an ongoing topic of interest to many in Congress. Legislative proposals may address the types of voter information stored in a VRDB, steps to ensure the accuracy of new or existing voter information, ways in which records may be shared, or processes for removing ineligible voters. Some legislative options would impose requirements on states, which may be presented as a uniform directive or a set of alternatives states could choose from. Other policy options may involve providing grant funding to states for adopting certain approaches, or developing best practices or standards that states could voluntarily adopt.

As with other voter registration policies, many view congressional activity related to voter registration data management as an extension of the federal government’s role in upholding the constitutional right to vote and insuring aspects of election integrity. Others question whether further congressional action is necessary, given existing NVRA and HAVA parameters and current state practices.
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