














Appendix B

Management Comments to the Draft Report
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| 13.
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1e OCSO Personnel Security Division is reviewing debt levels established for
headquarters components and will develop a proposed ceiling that is acceptable to the
depariment. This proposai wiii be oifered for consideration when a mandatory threshoid
will be set government-wide — a threshold that is called for under the new investigative
standards.

Set minimum nersnnnel aecuntv nmcusmg standards for temnnmrv employees in

THSR in incind and hirn

mese e1Iors, Ine ULSU 11alning ana Uperanons Security (UFSEL) DIVISIon 18
developing additional adjudicator training. Lastly, the PAC is developing government-
wide standards for adjudicator and investigator training and certification.
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The Office of Management and Budget issued a memorandum on October 29, 2007,
which instructed OPM to inform the OCSO, among other agencies, that it had received
delegated investigative authority. OCSO is currently exercising that authority by using a
contract administered by Customs and Border Protection to conduct investigations.

Develon a list of concerns resarding e-OIP ta share with OPM far resolution.
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14. Develop a list of concerns regarding background investigations to share with OPM
for resolution.

OCSO, together with other agencies such as DOD, DNI and PERSEREC, are addressing

. concerns that have been expressed. Surveys have been completed, as we 1 as several
statistical analyses, that are designed to yieid information on background investigations.

15. Designate DHS Office of Security, Personnel Security Division, as the sole

representatives to OPM for the components,

As discussed in the response to qucstion 7, the DHS Chief Security Officer is a member
S AT T A TR, . e laa MLIQ

of ihe OMB/PAC and a member of the DNI chbl.al. at:'.lirily‘ Center. As )uul, the DHS
CSO represents all DHS Components on personnel security-related issues.

However, because each component has unique oncrahonal reaunements it must deai

CAlSE £4C ponen

directly with OPM on specific case issues. Addmg anew layer of authority would likely

resuii in inefficient and burdensome processes.

16. Direct component human resource offices to use qualified classifier as the final
decision maker in position designations.

CHCO will need to establish a number of FTE classifiers (that is, a classification team to
consist of a yet-to-be determined number of positions) in order to fulfill this
recommendation and ensure continuity of operations that cannot be provided by contract
support. It is important to point out that this number is subject to change depending on
the contract involved.

17. Establish and maintain department Position Description Library of properly
designated positions.

As stated above, a need exists to establish at least two teams to fulfill this
recommendation. The first team would likely consist of two FTEs to handle
classification of position descriptions (PDs), ensuring that OPM guidance is followed.
For the second team of FTE classifiers, the number required would be determined by the
number of PDs that need to be reviewed and what timeline must be met. This team
would be designated to review all approved PDs to date to ensure proper classification.
Contractors could be used for administrative support between the two teams and to enter
documentation into the newly-developed CHCO PD library.

18. Direct DHS component HR offices to submit workforce projections to the Chief
Human Capital Office annually.

Working with each Directorate, DHS CHCO needs to create manning rosters for each
Directorate, by position. Position would have a line number, with the following to

correlate to each line: position title; series; grade; and PD number. To better control the
federal work flow, only vacant positions — or those additional positions approved by the
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20.

At anthoamity Fae that Thnaatanata  ann ha fllad T4 is avnantad that thie wall
approving aulnornily 100 Uidt L/ifeCiorait — Cai o 1iudd. 1t i5 CRPECIta nal ais Win
reduce the curoe mentalitv of hirino with no constrainte
reQuce the surge mentalty of niring with no constrainis,

instruct DHS Oifice of Security, Personnel Security Division, to formaiize iis
provision to components for adjudicator surge capacity.

recognizes the requirement fo
durl hrlne |mt1at1ves ln the past
nowever. Duuget and operaiionai requiremenis have reduced
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Provisions fora SUTEC atjuaiCation wCam Wit 1onmct ly INCIUaea i

Although OMB has cut the funding for this initiative, DHS has a ppealod the decision.

Require DHS Office of Security, Personnel Security Division, to use ISMS to initiate
and track reinvestigation needs for components,

endation ic underwav, The firet comnonent is scheduled

m
mmenaat neerway. AIrsl componen nedule

ional components have

10 begin usmg [be IU rack reinvestigation in Aprl] 2009. Add

begun Iamng steps for their inciusion at a later date.
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Attachment B

USCIS DHS OIG Report on DHS Personnel Security Process
Response to Recommendations

1. Establish a requirement for selectees to complete e-QIP within a specified
number of days, and develop strategies to mange selectees who do not meet the
response requirement.

Concur. USCIS currently requires that an applicant complete e-QIP within 10 days, and the
hiring office is notified when a selectee has not completed e-QIP within the timeline, so HR can
determine if the individual is still interested in the position.

2. Delegate all customer service responsibilities to DHS Personnel Security Division

Disagree. Moving this crucial process further from the accountability that comes from direct
connection with component performance and goals would be ineffective. USCIS PSD hasa
customer service unit that responds to customer inquires within 2 hours on average. If this
function were consolidated at DHS, response rates to the USCIS customers would be
significantly impacted due to the volume of requests from all components. Close proximity to
the USCIS applicant files, as well as the PSD personnel processing the applicants, enhances the
ability to provide outstanding rapid responses to our customers and to USCIS Management.

Since a majority of the customers serviced by a component personnel security office are within
the component, directing customer service responsibilities to the DHS Personnel Security Office
would create a longer communication chain, when speed and accuracy are vital to meeting the
customers’ requirements. A DHS-level customer service function would increase the possibility
for miscommunication between the components’ personnel security offices, the program offices
requesting services, and the applicants/appointees/employees, due to the involvement of another
party that may not be familiar with a component’s specific requirements.

USCIS recommends that each component establish a customer service unit commensurate with
the volume of work that is processed by the component to address inquiries for support and
information using an automated intake process such as an electronic mailbox. This approach has
proven to be successful at USCIS and has been recognized as a best practice.

3. Create a centralized department-level personnel security intake processing and
customer service center within DHS, administered by the DHS Personnel Security
Division.
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L
r each app licant and

lmmedlate credit and in g rprmt checks unhzmg d1 ct ]lnes to the FBI and the Equifax cre
bureau. The USCIS PSD intake Unit compietes all initial work and assigns the case to a
processing security assistant in less than 1 day. This efficient and comprehensive approach has
reduced overall processing time and ensured that personnel hired to review and determine

suitability of applicants are utilizing their specialized skills on analysis rather than clerical

suitan of apphicanis are ut] SPECIANIZOC XIS O aNATYEIE IAtngr Wian snica

responslblllt:es Should DHS estabhsh an intake unit at the Dcpm-tmcnt level to address all
componenis initial processing, this wouid add unnecessary time delays whiie compieted fiies are
triaged by DHS PSD and delivered to the appropriate component. The USCIS PSD processing

timeframes would be adversely impacted, reducing the component’s ability to meet the OMB

guidelines.
USCIS recommends that each component establish an intake unit to complete the clerical
processing r:spens:b:hhes of data entry into the electronic security databases and to create the

4. Consolidate component security information into ISMS.

Concur. USCIS is currently working with DHS Office of Security on the deployment of ISMS.

5. Designate the centralized intake processing center responsibilities for obtaining
and coordinating interagency and federal department requests for previous
investigation files.

Disagree. USCIS does agree that certain agencies take a long time to transfer background
investigations. The Federal Strategy for Improving the Accessibility of Federal Investigative
Records establishes the desired goal to be fully automated in processing record requests and
record responses between agencies in optimal time. Once implemented, the initiative will
improve timeliness of receipts of investigative files.

6. Develop departmental guidance to apply reciprocity as outlined in Executive
Order 13381.

EO 13467 replaced 13381 (revoked).

Concur. DHS-level guidance, if specific, would have to recognize each component’s mission.
Government-wide guidance relating to this Executive Order is currently being developed through
the Joint Reform Team.
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