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MEMORANDUM FOR:

SUBJECT: (U) Transfornling Federal Personnel Vetting: Measures to
Expedite Reforni and Further Reduce the Federal Government's
Background Investigation Inventory

REFERENCES: A. (U) National Defense Authorizalion Act for fiscal Year 2019,
Public Law 115-232, Section 941 (codified al 50 U.S.C. {
3161 note) (U)

B. (U) Executive Order 13549, Classified National Security
Inforniation Program for State, Local, Tribal, and Private Sector
Entities, 18 Aug 2010 (U)

C. (U) Executive Order l J488, Granting Reciprocity on
Excepted Service and fcderal Contractor Employee Fitness
and Reinvestigating Individuals in Positions of Public Trust,
16 Jan 2009 (as amended) (U)

D. (U) Executive Order 13467, Reforming Processes Related to
Suitability for Government Employment, Fitness for
Contractor Employees, and Eligibility for Access to Classified
National Security Infonnation, 2 Jul 2008 (as amended) (U)

E. (U) Homeland Security Presidential Directive-12, Policies for
a Common Idcntification St(�dard for federal Employccs and
Contractors, 27 Aug 2004 (U)

F. (U) Exccutive Order 12968, Acccss to Classificd Inforn]ation,
7 Aug 1995 (as amcndcd) (U)

G. (U) Federal Investigative Standards, Decembcr 2012

(U) Security Executive Agent Directive 3, Reporting
Requirements for Personnel with Access to Classified
Inforn]ation or Who IIold a Sensitive Position, 12 Jun ?017 (U)

I. (U) Security Executive Agent Directive 4, National Security
Adjudicative Guidelines, 8 Jun 2017 (U)

J. (U) Security Executive Agcnt Directive 7, Reciprocity of
Background Invcstigations and National Security
Adjudications, 9 Nov 2018 (U)
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(U) ODNI .Memorandum ES 2017-00049, Strategy to Mitigate
thc Impact of Naiional Background Investigations Bureau's
Background Investigation Backlog, 16 Feb 17 (U//FOUO)
(U) Joint ODNI and OP_M Memorandum, F.ffiLienLies for
Flackground Investigations - Initiatives to Reduce
Investigative Backlog and Mitigate RISL 29 Nov 2017

M. (U) Joint ODNI and OPM Mcmorandum, Transfomiing
Workforce Vetting 2 May 2018 (U)

N. (U) Joint ODNI and OPM Memorandum, Transfonning
Workforce Vetting: Mcasurcs to Rcduce the Federal
Government's Background Investigation Inventory in Fiscal
Year 2018, 5 Jun 2018 (U//FOUO)

(U) During the past 18 months, membersof the Trusted Workforce (TW) 2.0 Executive
Steering Group have developed a new approach framework for Federal personnel vetting to
ensure the Federal workforce is trusted to protect people, property, infom]ation, and mission
(Reference N). The new approach framework has been approved by the Security ExeLulive
Agent and the Suitability & Credentialing Executive Agent.

(U) The TW 2.0 effort has led to the issuance of several mitigation measures outlined in
References K, L, and N, as well as business process improvements implemented by the National
Background Investigations Bureau (NBIB), now the Defense Counterintelligence and Security
Agency (DCSA), and the Department of Defense (DOD). Implementation of these measures
resulted in a significant reduction in the background investigation inventory from 725,000 to less
than 214,000 as of January 27, 2020.

(U) This memorandum directs additional measures that will continue to reduce inventory.
Some of these measures will also drive early adoption of important TW 2.0 refonns, such as the
transition away from the traditional model of periodic reinvestigations to a future model that
replaces periodic reinvestigations with government-wide continuous vetting of all populations
(Reference D).

(U) This memorandum enables departments and agencies (D/As) to conduct continuous
vetting for the national security population and cease conducting periodic reinvestigations (PR)
for those personncl, as long as thc D/As' continuous vetting programs salisfy tlie minimum
standards sel forth in Appendix l. Additionally, this memorandum directs D/As to begin
preparation for phased implementation of TW 2.0 refonns, such as Trusted Inforn]ation Provider
(TIP) programs.

(U) Additional Inventory Reduction Measures. While the provisions in References K, L,
and N remain effective-including authorization for agencies to defer PRS (Reference N,
subparagraph I. l.(d)l-additional measures have been identified to further reduce and
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mitigate the background investigation inventory. Effective immediately, the following
measures are available and apply to authorized and delegated investigative agencies (i.e.,
Investigative Service Providers (ISP) and authorized adj udicative agencies):

l. (U) Compliance with PR Requirements through Continuous Vetting:
(U) As described below, individuals investigated at Tiers 3 and 5, currently enrolled
in a continuous vetting program that meets interim minimum standards set forth in
Appendix I, are deemed to be in compliance with PR requirements. This applies to
populations enrolled in continuous vetting, including Federal civilian , Federal
contractor, military personnel, and state, local, tribal, and private sector personnel
subject to Reference B.

(UAWW As long as the adjudicative record in the appropriate repository
does not reflect infoiination that calls one, s eligibility into question,
enrollment in a continuous vetting program, that meets standards in
accordance with and as defined in Appendix I, will be sufficient to meet the
PR requiretnent. The Executive Agents (EA) require agencies to record
continuous vetting enrollment in the govemment-wide repositories to reflect
potential reciprocal eligibility.

b. (U) This guidance will remain in effect at least until the fmal TW 2.0 policy is
enacted, and existing Federal Investigative Standards (FIS) will be modified
to reflect this policy change.

(U) Agencies, continuous vetting programs are subject to EA oversight and
audit. Agencies must be able to demonstrate effectiveness and compliance
with the standards and implementation requirements set forth in Appendix l.

d. (LT)

f. (U) The EAS will propose rulemaking to support these measures.

(U) The EAS have determined that continuous vetting at Tier 3 and 5 is consistent with the requirement for
'reinvestigation' of every covered employee occupying a position of public trust.

(b)(3), (b)(7)(E)

(b)(3), (b)(7)(E)
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(U) Clarifications and Revisions to tlie Existing Federal Investigative Standards:

(UttFetf@tISPs will close and deliver, to the responsible adjudicative entity,
all Tier 1-5 initial and reinvestigation cases that meet the FIS modified by the
criteria outlined in subparagraphs 2.b.i-v, below.

b. (U/W**AII D/As will also consider these cases complete and will not
request additional investigative coverage. However, the provisions of
paragraph 11.2.5 of the FIS (additional investigation to resolve issues to
render an adj udicative deterniination) are still applicable. To ensure
reciprocity, D/As should not apply exception codes to these adjudications
when reporting to the government-wide adjudication and clearance
repositories. If favorably adjudicated, these investigations are to be
reciprocally accepted by all D/As.(U* Selective Service Checks for all Tiers:

(U/IF@t*@) ISPS are no longer required to conduct a check of the
Selective Service database for a record of registration and ISPS will
close cases without verifying Selective Service registration record.

ii. (U/*8*) Internal Revenue Service Tax Com liance Checks:

UNCLASSIFIED/
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ative Meihods for Colleciion of Inforniation from an

ISPS are pernlitted to leverage the spectrum of investigative
methods available to meet an investigation's coverage requirements or to
address a specific issue at any lime during the investigative process.
This approach provides the ISP with a degree of flexibility when
detern]ining the most cost-effective methods while balancing risks and
benefits to satisfy requirements while ensuring uniforn]ity to support
reciprocal recognition of investigations. These alternative methods may
include an electronic interview capability, telephonic contact, a video
teleconference interview or other non-traditional methods to collect
additional inforniation from the individual, resolve discrepancies, or
conduct reference or social interviews (listed or developed). Refer to
previously issued Reference L for details on these methods. Prior to
leveraging additional methods not already approved, an ISP must obtain
written approval from the EAS. ISPS must carefully document
alternative collection methodologies in support of oversight.

3. (U) Use ofAnnual Vetting Appraisals:
(U) When fully developed and implemented, continuous vetting may include a
process for D/As to annually appraise individuals, background and identify
individuals who may require additional support or assistance lo prevent behavior
from presenting a serious, future concern. Any D/As developing this, or a similar
capability, are required to consult with and obtain written approval from the EAS
prior to conducting a pilot or similar assessment and prior to its implementalion. All
inforniation obtained via such an annual appraisal shall be handled in accordance with
applicable law and policy, including the Privacy Act of1974, and forthcoming EA
guidance.

4. (U) Trusted Information Provider Program:
(U) New Trusted Inforniation Provider (TIP) guidelines and standards are under
development and will be coordinated as part of the TW 2.0 policy framework. To
inforn] policy developmenL ISPS, D/As, industry, and the military services will work
with Ihe EAS to inforni aspects of implementing the TIP program. ISPS will be
subject to EA oversight, including due diligence to comply with applicable law, and

(b)(3), (b)(7)(E)

(b)(3), (b)(7)(E)
(tJ//F4W+ty.(b)(3). (b)(7)(E)
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must comply with requirements prescribed by the EAS pursuant to forthcoming EA
guidance.

II. (U) Measures Related to TW 2.0 Implementation. Consistent with their responsibilities,
pursuant to Section 2.7(b) of Reference D, and pursuant to forthcoming guidance, heads of
agencies shall prepare for the following:

(U) Erpedited Policy Coordination:
(U) D/As are to ensure that policy and operational personnel participate in the
interagency process for developing and vetting the new TW 2.0 policy framework as
it goes through coordination as well as facilitate expedited agency review and
comment on the upcoming policy issuances.

2. (U) Transitionfrom PRS to Continuous Vetting:
(U) As we begin the process of replacing traditional PRS with continuous
vetting, starting with the Tier 3 and Tier 5 population (see Appendix l ), all
D/As will take the necessary steps to prepare their workforce for the
government-wide transition to continuous vetting. This includes, among other
matters, budgeting, personnel, policy, process, inforn]ation technology (IT)
changes, and compliance with all applicable law (e.g., amending any system
of records notices).

b. (U) D/As are reminded that they still must comply with the Security EA 2020
Continuous Evaluation (CE) implementation requirement, to conduct
automated CF. checks of all required data sources at the required periodicities

Ileter to Appendix
I t.or turther int"orniation regarding how CE sources relate to the Continuous
Vetting Standards.

3. (U)

4. (U) Opportunities to Gain Efficiencies:
(U) D/As will work with the EAS to begin streamlining their agency personnel vetting
programs in anticipation of upcoming policy changes to better align processes and
criteria used for vetting deterniinations to eliminate unnecessary duplicative
applications, investigations, adjudications, and access determinations.

UNELASSIFIED/
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(U) State, Local, and Tribal Law Enforcement Criminal History Record

6. (U) Credentialing Standards:
(U) Whcn thc Suitability and Credentialing Executive Agent finalizcs ncw
government-wide credentialing standards, guidelines, and procedures for issuing,
suspending, or revoking eligibility for HSPD-12 Personal Identity Verification
credentials to employees and contractor personnel, D/As will align their othcr vetting
processes with the government-wide credentialing standards, guidelines, and
procedures.

llI. (U) Continuing Applicability of Previous Executive Agent Guidance: D/As are reminded
of the continued applicability of the following backlog mitigation aclions (References K and
N) where an individual does not meet the criteria in paragraph I. l.

(U) Background Jnvestigation Validity and Reciprocity:

UNCLASSIFIED/
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U) Deferralof Reinvestig�lons.

cceptance ofActive National Security Determinations by Other Agencies:

(U) These measures, taken together with those outlin erenc
part of a comprehensive strate to continue to redu und in inventory,
increase inve gative r rc and production, inco teb n efficiencies,
and streamline quality revi The EAS are co itted t rking ith t PAC and
key stakeholders to furth efforts to transfonn the Federal personnel vettin mission

(u emor
security del nati

questions pertaining

dum tive until revoked in writing. Questions regarding national
uld be directed by email to SecEA@dni.gov. Questions pertaining to

deter nations should be directed by email to SuitEA@opm.gov, and
redentialing deterniinations should be direcled by email to

Joseph Maguire
Acting Director of National Lnlelligence
Security Executive Agent

Dale Cabaniss
Director, Office of Perso Mana ment

"lity and Cr tialing Executive Agent

Attachment
l. (U) Appendix nterim Minimum Stand or Continuous Vetting
2. (U) Templatr for Agen Memoran , Continuous Vetting Worksheet, and Instructions

(b)(3), (b)(7)(E)
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Secretary of State
Secretary of the Treasury
Sccrctary of Defense

Secretary of the Interior
Secretary of Agriculture
Secretary of Commerce
Secretary of Labor
Secretary of Healih and IIuman Services
Secrctary of Housing and Urban Development
Secretary of Transportation
Secretary of Energy
Secretary of Education
Secretary of Veterans Affairs
Sccretary of Homeland Security
Administrator, Environmental Protection Agency
Director, Office of Management and Budget
United Statcs Trade Representative

Director, Central Intelligcnce Agency
Director, Office of National Drug Control Policy
Secretary of the Arn]y
Secretary of Ihe Navy
Secretary of Ihe Air Force
Chairn]an, Joint Chict"s ot" Staff
Chaimian of thc Board of Governors, Federal Reserve Board
Commissioner, Social Security Administration

Administralor, National Aeronautics and Space Administraiion
Administrator, United States Agency for International Dcvelopmcnt
Commissioner, Nuclear Regulatory Commission

Undcr Sccrctary for Intelligence, Dcpartmcnt of Defense
Under Secretary for Intclligence and Analysis, Department of Homcland Sccurity
Director, Federal Bureau of Investigation
Direcior, Unitcd States Secret Service
Director, National Security Agency
Director, Defcnse Advanced Research Projects Activity

Direclor, National Reconnaissance Office

Dircctor, Dcfcnse Logistics Agency
Director, Det"cnsc Contract Audit Agency

Distribulion:

Altomey Gcneral

Administralor, Small Busincss Administration

Director, National Science Foundation

Director, 01-fice of l)ersonnel Management

Director, Defense Inforn]ation sySten� Agency

Direclor, Dcfense tntelligence Agency

(Continucd)
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Direclor, Defense Counterinlelligence and Security Agency
Director, Defense Finance and Accounting Services
Director, National Geospatial-Intelligence Agency
Director, Missile Defense Agency
Dircctor, Bureau of Alcohol, Tobacco, Fiream]s and Explosivcs
Director, Office of Science and Technology Policy
Director, Executive Office of the President, Office of Administration
Commandant, United States Marine Corps
Commissioner, Unitcd States Cusioms and Border Protection
Administraior, Drug Enforccmcnt Administration
Chief, National Guard Bureau
Chairn]an, Federal Trade Commission
Chairn]an, International Tradc Commission
Chairn]an, Securities and Exchange Commission
ArchivisL National Archives and Records Administration
Chairnian, Federal Communications Commission
Chairnian, National Labor Relations Board
Administrator, General Services Administration
Director, United States Peace Corps
Chairnian, Federal Maritime Commission
Administrator, Equal Employment Opportunity Commission
Director, Office of Govcrnmcnt Ethics
Postmaster General, United States Postal Service
Director, Selective Service System
Director, Broadcasting Board of Governors
Assistsnt Secretary, Bureau of Intclligence and Rcsearcm Dcpartmcnt of Siatc
Assists�t Secrctary, Intclligcncc and Analysis, Department of Treasury
Inspcctor General, Dcpartment of Defense
Director, Office of Tntelligence and Counterintelligence, Department of Energy
Director of Naval Intelligence, United States Navy
Director of Intelligence, Headquarters, Unitcd States Marine Corps
Deputy Chief of Staff, Headquartcrs, Unitcd Statcs Arn]y
Deputy Chief of Staff for Intclligcnce, Surveillance and Reconnaissance, United States Air Force
Assistant Commandant for Intelligcnce and Criminal Investigations, United States Coast Guard
Director, Inforniation Security Oversight Office
Executive Assistant Director. Intelligence Branch, Fcdcral Burcau of Invcstigation
Chief of Intelligence/Senior Officer, Drug Enforcement Administration
Chief Postal Inspector, United States Postal Inspection Service

UNCLASS IFIED/
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(U) Appendix I: Interim Minimum Standards for Continuous Vetting

I. (U) Purpose
(U/•This Appendix contains interim minimum standards for continuous vetting

for all personnel who have been investigated at Tier 3 or Tier 5 to ensure consistent application
and to promote reciprocal acceplance for vetting deterniinations across the Executive Branch.
Compliance with these continuous vetting minimum standards will establish an interim
milestone for transitioning from the current periodic reinvestigalion-based construct to the TW
2.0 framework for Executive Branch-wide continuous vetting. This document supplements any
prior authority to conduct continuous vetting, including EA memoranda authorizing use of
continuous vetling procedures to reduce the invesligative backlog. These standards remain in
effect until they are further defined by the EAS for the TW 2.0 effort.

II. (U) Background
(U/ISWg1 Traditionally, the Federal govemment has vetted individuals for

trustworthiness with an initial background investigation and subsequent periodic
reinvestigations. The current FIS, issued in 2012, introduced continuous evaluation as a
supplement to PRS for positions with the highest levels of risk. In 2018, SEAD 6, Continuous
Evaluation, provided further clarification.

(U) In 2017, EO 13467, Reforniing Processes Related to Suitability for Government
Employment, Fitness for Contractor Employees, and Eligibility for Access to Classified National
Security Inforni(Ition was amended to include the new concept of continuous vetting, and
mandated conlinuous velling for all populations, not just Ihose al the higyhest levels of risk. In
accordance with Security, Suitabilily, and Credentialing Executive Agents Corrcspondencc,
Transforn]ing Workforce Vetting: Measures to Reduce the Federal Government's Background
Investigation Inventory in Fiscal Year 2018, the EAS authorized agencies to defer some periodic
reinvestigations if the individual could be enrolled in continuous vetting.

(U) Continuous vetting is the evolution of the continuous evaluation concept. CE data
sources, originally intended to supplement periods between reinvestigations, have become a
fundamental basis for continuous vetting. A fully compliant continuous vetting program
includes the requircd CE data sources as well as agency-specific data sources, such as user
activity monitoring where appropriate, that pern]it agencies, when fully complianL to cease

(U) These SLqndards apply to any individual (including Federal civilian, Federal
contractor, military personnel, and state, local, tribal, and private sector pcrsonnel subject to EO
13549, Classified National Security Information Program for State, Local, Tribal, and Private
Seclor Entities) who is enrolled in a continuous vetting program that satisfics Tier 3 and Tier 5
periodic reinvestigation requirements and meets the requirements of this Appendix. These
standards do not apply to other tiers.

UdCLASSIFIED/&SQ
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(U) Minimum Standards
(U) Continuous vetting is defined in EO 13467, Refornling Processes Rclated to

Suitability for Government Employment, Fitness for Contractor Employees, and Eligibility for
Access to Classified National Security Infom]ation as "reviewing the background of a covered
individual al any lime to dctcrn]ine whethcr that individual continues to meet applicable
requirements." To be compliant with thcse minimum standards, D/A continuous vetting
programs must be ccrtificd to the Security and Suitability/credentialing Executive Agents with
written submission of the attached memorandum and worksheet indicating that all requirements
are being met to SecEACa)dni.gov and SuiiEA@opm.gov.

(IJ) D/As with investigative authority may develop their own continuous vetting
capabilities in accordance with these minimum sLqndards. However, D/As are
encouragcd to use continuous vetting capabilities offered as a shared service by
authorized investigalive agencies.

(U) DIAS that do not obtain continuous vetting capabilitics from authorized
investigative agcncies, and which do not have their own investigative authority must
continue conducting PRS for their populations.

(U) D/As shall coordinate continuous vetting activities internally with appropriate
stakeholders such as thcir offices of the chicf inforn]ation oificer, chief securily
otTicer, human resources, gcncral counsel, chief privacy officer, insider threat
manager, counterintelligcnce, and componcnt organizations to manage programs and
capabilities. These officcs should regularly coordinate to ensure that the conduct of
conlinuous vetting is being managed in a manner that meets the standards set forth
herein.

(U) D/As must clearly dclineate rolcs and responsibilities of agency pcrsonnel
security, human resources, insider threat personnel, inforn]ation security, facility
security, inspector general, and other appropriate personnel involved in continuous
vctting programs. This includes but is not limited to designating entities or
individuals responsible for collecting and maintaining informatiorn coordinaling
between entities, reporting and maintaining infom]ation in the appropriale system or
record or repository, managing alerts, resolving issues, and handling subsequent
actions.

(U) D/As must adhere to notice and redress requirements associated with an

(U) Data Checks. Except for individua] interviews, all of the following data checks,
to be conducted by authorized ISPS, are required at a minimum and at no less than the

11

unfavorable dctcrn]inalion.

periodicity specified:
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able

Data Sources ,.

uired Checks for TW 2.0
CER

Criminal Activity

Foreign Travel

Suspicious Financial Activity

Credit Bureau Checks
Public Record Checks
(judgments, liens, bankruptcies,
etc.

Additional R uired Checks

Employment Conduct

Criminal Activity

Individual Interviews

UNCLASS

uired Cheeks
FOUO ontinuous Vettin

. Minimum Periodici
(b)(3). (b)(7)(E)

Eligibility
(b)(3), (b)(7)(E)

(b)(3), (b)(7)(E) (b)(3), (b)(7)(E)
Terrorisrn

(b)(3), (b)(7)(E)
(b)(3), (b)(7)(E)

(b)(3), (b)(7)(E)

(b)(3), (b)(7)(E)

(b)(3), (b)(7)(E)
(b)(3), (b)(7)(E)

(b)(3), (b)(7)(E)

(b)(3), (b)(7)(E) (b)(3), (b)(7)(E)

(b)(3), (b)(7)(E) (b)(3), (b)(7)(E)

(b)(3), (b)(7)(E)

(b)(3). (b)(7)(E)

(b)(3), (b)(7)(E)

(b)(3), (b)(7)(E)
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2.(U)Agency-specificInforniation

(Ufv4¥3I*D/As must incorporate into their ISP'S continuous vetting process
adjudicative relevant information obtained from the following agency-specific
data sources:

iv. (U//W* Internal misconduct investigations and disciplinary actions
taken;

(U//S94191 Self-reported infomiation" and

vi. (U//FI3* Third-party reported inforniation.

b. (U) D/As may augment the automated data checks and required agency-
specific data with collection of additional adjudicatively relevant information
from other agency-specific sources, as available, to reduce the risk to people,
property, inforn]ation, and mission.

3. (U) Alert Management and Issue Resolution

b. (U) D/As also must develop processes to ensure that identified issues of
concern are evaluated in a timely manner, once known, to deterniine the effect
on an individual's continued eligibility and access.

UNCLASSIFIED/

(U//F&bYg9 Insider threat-related inforniation.

iii. (U//W* User activity monitoring;

(b)(3), (b)(7)(E)
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ii. (u/lf@¥@tsecurity incidents/violations;
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Reporting. D/As are responsible for updating the government-
wide repositories with the accurate enrollment status ot" those individuals in
continuous vetting as well as any change in eligibility resulting from
continuous vetting alerts. D/As are also responsible for ensuring that
inforn]ation developed as part of continuous vetting or issue resolution,
including internal agency inforniation discussed in section 4(a) and (b), is
accurate and incorporatcd into an individual, s investigative record.

l. (U) Required Reporting to EAS. D/As are required to submit the following to thc

(U) Before using continuous vetting to satisfy PR requirements, a D/A must
submit a mcmorandum-example below-to the EAS with the attached
worksheet (below) demonstrating compliance with the requirements of
continuous vetting to satisfy PR requirements.

b. (U) Upon request of Ihe EA(s), for oversight purposes, D/As must provide the

(U) Documenlalion of the continuous vetting program, capabilities, data
categories and sources;

ii. (U) Protocols and processes for addressing validated alerts and

iii. (U) Investigative products provided by the ISP, as well as
internal/external agencies sources used to achieve the minimum vetting
requirements; and

iv. (U) Processes for access to, managing, and protecting sensitive or
private infonnation.

(U) The following metrics will be added to the ODNI reporting requirements
and included in the quarterly submissions:

(U//•The agency's number of individuals enrolled in a continuous
vetting progratn by investigative tier (Tier 3 or 5);

ii. (U/kFeE8) Total number of PR deferrals for both Tier 3 and Tier 5;
iii. (U//F&EI8tTotal number of PR submissions for both Tier 3 and Tier 5;

and
iv. (U/•Count and average age of continuous vetting alcrts that are

"Not Yet Resolved" (See resolution status (a), as dcfined bclow).

UNCLASSIFIED/
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V. (U) DIA Responsibilities

EAS:

11
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prioritization;
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(U) Using an appropriate forum, D/As using continuous vetting programs are
expected to share best practices and identify potential continuous vetting refincmcnts.

(U) Definitions

(U) Resolution Status. The resolution status of an alert is defined, as follows:

(U) Not Yet Resolved - The alert is still open and no resolution status has
been defined.

b. (U) Closed, No Action Taken- The alert has bcen evaluated to deterniine the
impact on an individual's eligibility and it was detern]ined that no action was
required at this time.

(U) Closed, ExL'eption Assigned - The alert has been evaluated to determine
the impact on an individual's eligibility and it was deterniined that a condition
or waiver should be added to an individual's eligibility.

d. (U) Closed, Eligibility Suspended or Revoked - The alert has been
evaluated to detemiine the impact on an individual, s eligibility and it was
deterniined that the individual's eligibility should be siispended or revoked.

UNLLASSIFIED/

UNCLASSIFIED/ pyeti
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UNCLASSIFIED/

MEMORANDUM FOR: Dircctor of National Intelligencc
Security Executive Agent

Director, Office of Personncl Management
Suilability and Crcdcntialing Executive Agcnt

SUBJECT: (U) Compliance with Continuous Vetting to Satisfy Periodic
Reinvestigation Requirements for National Security and Sensitive
Positions at Tiers 3 and 5

REFERENCE: (U) ODNI-OPM Memorandum, Transforniing Fcdcral Pcrsonncl
Vetting: Measures to Expedite Refornl and Further Reduce the
Federal Government's Background Investigation Inventory,
3 Feb 2020

(U) (AGENCY) hereby certifies to the Executive Agcnts its ability to conduct compliant
Continuous Vetting for National Security Investigations for personnel meeting the definition as
staled in the refercnce, Scction I (l ). (AGENCY) shall comply with all Security Executive
Agcnt Directives, Corrcspondcnce and Sland{�ds Ihat affect National Security Investigalions for
positions designatcd as National Security or Sensitive.

(U) As proof of compliance with data source and agency-specific inforniation
requirements, thc agency atLqches the Continuous Vetting Workshcct as required by the
reference, Appendix l.

(U) (AGENCY) further acknowledges the quarterly reporting requirements found in the
reference, AppenLlix l.

(U) (AGF.NC.Y) also certifies compliance with thc Alcrt Managcment and Issue
Resolution requircmcnts of the refcrcnce, Appendix l.

(LT) (AGENCY) acknowledges that upon rcquest ot" the Executive Agent(s), for oversight
purposes, (AGENCY) must provide documentation as specified in Section V. l.(b) of the
rcfcrcnce.

(U) For questions or concerns, please contact (AGENCY Point ot" Contact) at (Phone
Number or email).

Head ot"Agcncy name and title Date

Attachment: (U) Continuous Vetting Worksheet

AGKIYCY LTr.TTF_RHEAD

UNCLASSIFIED/f
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Continuous Vetting Worksheet
Continuous Vetting Worksheet Table 2- (U//FOUO) CV Certification

is Table is Unclassified//For Offldal Use Onl

Department and or Agency

Date Worksheet Completed

Continuous Vettin Plans must be com liant with the below checks
Yes Provlder Name

Terrorism Yes Provider Name

Yes Provlder Name

Forei n Travel Yes Provider Name

Sus Yes Provider Name

Credit Bureau Yes Provider Name

Public Records Yes Provlder Name

Employment Yes Provider Name

Agency Speclflc Information es rovider Name
Insider Threat
Security Inadents/Violatlons

Internal Investigations
Interview of Indlvldual
Self Report
3rd Part Re

Yes Provlder Name

This Table is Undassified/1F�we1frCr��

UNCLASSIFIED/Alg

AtLachment:

(b)(3), (b)(7)(E)

(b)(3), (b)(7)(E)

Criminal
(b)(3), (b)(7)(E)

(b)(3), (bX7)(E)

icious Flnanclal
(b)(3). (b)(7)(E)

(b)(3), (b)(7)(E)

(b)(3), (b)(7)(E)

(b)(3), (b)(7)(E)

UAM

ortln
Criminal Activit

(b)(3), (b)(7)(E)

UNCLASSIFIED/ PP@tie
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(U) Continuous Vetting Worksheet Instructions

(U) Department/Agency: Provide the namc of thc Dcpartmcnt, Agency, and/or componcnt, or
any subsidiaries thereof that are to be included in the certification forni.

(U) Date Completed: The date that certification forni was completed.

(U) Yes/Name of Investigative Service Provider (ISP): Indicate in the block with a check mark
that the listed check is being completed as required and identify the ISP perforniing such check
in the provider name section.

UNOLASSIFIED/

UNCLASSIFIED/ /*��




